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Abstract of the contribution: This paper proposes updates to 3GPP TS 23.502 to clarify UDM Services and allow External Exposure of Monitoring Capabilities based on generic EventExposure service definition.
1. Introduction
Section 5.20 of TS 23.501 defines External Exposure of Network Capabilities as one of the features enabled by the 5GS. External Exposure of Network Capabilities includes external exposure of capabilities of network functions in three main categories: Monitoring capability, Provisioning capability, and Policy/Charging capability.
This contribution proposes how External Exposure of Monitoring Capabilities can be specified in TS 23.502 using the Service Based interaction principles and based on generic EventExposure service definition for NEF and UDM, as already done for AMF.
2. Discussion
2.1 External Exposure of Monitoring Capabilities
2.1.1 Monitoring Events
Section 5.20 of TS 23.501 defines External Exposure of Monitoring Capabilities to comprise …

“means that allow the identification of the 5G network function suitable for configuring the specific monitoring events, detect the monitoring event, and report the monitoring event to the authorised external party. Monitoring capability can be used for exposing UE's mobility management context such as UE location, reachability, roaming status, and loss of connectivity”.
A good starting point to identify the monitoring events that could be exposed externally can be TS 23.682 which defines a feature to monitor events in 3GPP system and making such monitoring events information available externally via the SCEF. The monitoring events considered in TS 23.682 includes the following event types on a per UE basis: 

- 
Association of the UE and UICC and/or new IMSI-IMEI-SV association;

-
UE reachability;

-
Location of the UE, and change in location of the UE;

-
Loss of connectivity of the UE;

-
Communication failure of the UE;

-
Roaming status (i.e. Roaming or No Roaming) of the UE, and change in roaming status of the UE; and

-
UE availability after DDN failure.

TS 23.682 also considers the possibility to monitor the number of UEs present in a geographical area. This event type is not an a per UE basis though.
It is proposed to define the external exposure of the above mentioned event types in 5GS. Additional monitoring event types could be defined at a later stage, based on a generic services.
It is proposed that the monitoring of these event types are not defined as individual services but rather as part of a single event framework supporting different type of event types. 

2.1.2 Configuration/Deletion of Monitoring Events
In the context of 5GS, the NEF will be in charge to configure/delete the monitoring events in the corresponding NF within the 5GC. 

All the identified Monitoring Event Types in previous section (except the monitoring of the number of UEs present in a geographical area) relate to events on a UE basis which makes it reasonable that the configuration/deletion of monitoring events is made via the UDM. 
Some of the event types can be monitored locally within UDM (e.g. IMSI/IMEI association and/or roaming status) while others requires further configuration at another 5GC NF. For the identified event types in this contribution it will be mainly the AMF which will need to be further configured. It is proposed that UDM triggers the configuration/deletion of the monitoring event towards the AMF on behalf of the NEF in those cases. Other monitoring events considered in the future may require UDM to configure/delete the event in a network function other than the AMF (e.g. SMF).  

Monitoring events which are not on a per UE basis may be configured directly by the NEF in the corresponding NF (e.g. NEF may configure directly in AMF an event for monitoring the number of UEs present in a geographical area).
The request for configuration of monitoring events may indicate the duration of the monitoring period and/or maximum number of reports to be generated. In these cases, the monitoring request is considered to be a continuous monitoring request until one of the conditions are met. 
2.1.3 Reporting of Monitoring Events
Depending on the monitoring event, NEF will get reports of monitoring events from different NFs within the 5GC. For the identified event types in this contribution, NEF will get reports of monitoring events from UDM and the AMF. 

It shall be also possible to include an initial report of the event requested to be monitored in the response to the configuration request via the UDM if the corresponding information is available at the time of the configuration of the monitoring event. For example, it shall be possible that the UDM includes the IMSI/IMEI association in the response to the request for the configuration of the corresponding monitoring event if an IMSI/IMEI association is available at the reception of the configuration request.   

3. Proposal

It is proposed to define the external exposure of event capabilities in section 5.4 of TS 23.502 according to the principles defined in this contribution. This also includes the definition of the generic EventExposure service in NEF and UDM section 5.2 of TS 23.502, and some correction/extension to already defined service for AMF.
*************** Start of Change # 1 *********************
4.X
External exposure of network capabilities
4.X.1
General

4.X.2
Event Exposure
4.X.2.1
AMF service operations information flow
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Figure 5.2.2.X.3-1: Namf_EventExposure_subs/notif operations
1.
A NEF sends a request to subscribe to an event in AMF. The NEF could be the same NF subscribing to receive the event notification reports (i.e. Event Receiving NF) or it could be a different NF. Event Receiving NF subscribes to one or several Event(s) (identified by Event Id). 
Reporting options defines the type of reporting requested (e.g. periodic reporting or event based reporting for monitoring events, see subclause 5.4.2). If the reporting event subscription is authorized by the AMF, the AMF records the association of the event trigger and the requester identity. 
2.
AMF acknowledge the execution of Namf_EventExposure_subs

3.
The AMF detects the event occurs and sends the event report, by means of Namf_EventExposure_notif message, to the Event Receiving NF which was indicated in the subscription to the event before.
4.X.2.2
UDM service operations information flow
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Figure 5.2.3.X.3-1: Nudm_EventExposure_subs/notif operations
1.
The NEF subscribes to one or several Event(s) (identified by Event Id). Some Events (e.g. Loss of connectivity) require that UDM consumes Namf_EventExposure_subs to the corresponding AMF for requesting user, including same input parameters.

Reporting options defines the type of reporting requested (e.g. periodic reporting or event based reporting for Monitoring events). If the reporting event subscription is authorized by the UDM/AMF, the UDM/AMF records the association of the event trigger and the requester identity. 
2.
UDM and/or AMF depending on each Event, acknowledge the execution of Nudm_EventExposure_subs and/or Namf_EventExposure_subs.

3.
The UDM detects the event occurs and sends the event report, by means of Nudm_EventExposure_notif message, to the requester NF which has subscribed to the event before.
4.X.2.3
NEF service operations information flow
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Figure 4.X.2-1: Nnef_EventExposure_subs/notif operations
1. The requester subscribes to one or several Event(s) (identified by Event Id).
Reporting options defines the type of reporting requested (e.g. periodic reporting or event based reporting, for Monitoring Events). If the reporting event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity. 
2. 
The NEF subscribes to received Event(s) to UDM. Some Events (e.g. Loss of connectivity as example of a Monitoring Event) require that UDM consumes Namf_EventExposure_subs to the corresponding AMF for requesting user, including same input parameters.

If the reporting event subscription is authorized by the UDM/AMF, the UDM/AMF records the association of the event trigger and the requester identity. 
3. 
UDM and/or AMF depending on each Event, acknowledge the execution of Nudm_EventExposure_subs and/or Namf_EventExposure_subs

4. 
NEF acknowledges the execution of Nnef_EventExposure_subs

5.
The UDM and/or AMF (depending on the Event) detects the event occurs and sends the event report, by means of Nudm_EventExposure_notif and/or Namf_EventExposure_notif message to the NEF, which has subscribed to the event before.
6.
The NEF forwards to the AS the reporting event received by either Nudm_EventExposure_notif and/or Namf_EventExposure_notif.
*************** End of Change # 1 *********************
*************** Start of Change # 2 *********************
5.2.2.3
Namf_EventExposure service

5.2.2.3.1
General

Service description: This service enables an NF to subscribe and get notified about an event.

Following UE mobility information event are considered:
-
Location changes (TAI, Cell ID);

-
AN type changes (3GPP access or non-3GPP access);
-
Registration state changes (Registered or Deregistered);
-
Connectivity state changes (IDLE or CONNECTED);

-
UE loss of communication;

-
UE reachability status along with optional list of sessions to be activated; and

-
Mobility statistics.

As well as monitoring events, as described in subclause 5.4.2.

The following service operations are defined for the Namf_EventExposure service.

5.2.2.3.2
Namf_EventExposure_Subscribe service operation

Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe for an specific event.
Known NF Consumers: NEF, SMF, PCF, UDM
Inputs, Required: NF ID, UE ID, Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.
Inputs, Optional: Immediate one time notification flag, reporting options (e.g. Maximum Number of Reports or Monitoring Duration).
Outputs, Required: Operation execution result indication.
Outputs, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. One Time reporting).
See step 10 of clause 4.3.2.2.1 and step 14 of clause 4.3.2.2.2 for details on the usage of this service operation. This service operation can be invoked along with the Namf_Communication_N1MessageTransfer service operation invocation. The consumer NF subscribes to the event notification by invoking Namf_EventExposure_Subscribe (NF ID, UE ID, Event filter, Event co-relation ID) to the AMF. UE ID identifies the UE, a valid UE ID includes SUPI. Event filter identifies the events that the consumer NF is interested in. The following are some example events.

-
UE registration state change;

-
UE reachability state along with optional list of sessions to activate;

-
Location change; and

-
Periodic mobility statistics.

The event co-relation ID identifies the ID to be used by the AMF whenever it is notifying the subscribed events to the consumer NF. The event co-relation ID helps the consumer NF to co-relate a notification against a corresponding event subscription. If the UE mobility event notification subscription is authorized by the AMF, the AMF records the association of the event trigger and the consumer NF identity. If the optional, immediate one time notification flag is set, then the AMF notifies the current status of the subscribed event immediately to the consumer NF.
Event Id identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).
Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value pattern to match for triggering the events are FFS.
5.2.2.3.3
Namf_EventExposure_UnSubscribe service operation

Service operation name: Namf_ EventExposure_UnSubscribe.
Description: The consumer NF uses this service operation to unsubscribe for an specific event.
Known NF Consumers: NEF, SMF, PCF
Inputs, Required: NF ID, UE ID, Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
The consumer NF unsubscribes the event notification by invoking Namf_EventExposure_Unsubscribe (NF ID, UE ID, Event filter, event co-relation ID) to the AMF. UE ID identifies the UE, a valid UE ID includes SUPI. The event co-relation ID identifies a prior subscription that the consumer NF has made. Event filter identifies the events that the consumer NF is no longer interested with on the specific notify ID.
Event Id identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).
5.2.2.3.4
Namf_EventExposure_Notify service operation
Service operation name: Namf_EventExposure_Notify.

Service operation description: Provides the  previously subscribed event information to the Consumer NF which has subscribed to that event before.
Editor's note:
The full list of the events that can be reported by Event Report service will be defined later.
Input: UE ID, Event filter
Output: The consumer has been notified the UE mobility event.
Known NF Consumers: NEF, PCF, SMF, Event Receiving NF
Inputs, Required: AMF ID, UE ID, Event co-relation ID, event information.
Inputs, Optional: Event specific parameter list.
Outputs, Required: None.
Outputs, Optional: None.
See step 4a of clause 4.2.3.2 and step 3a of clause 4.2.3.3 for details on this service operation invocation.
When the AMF detects the UE mobility event it sends the Event Notification ( mobility event container) message to the Consumer NF which has subscribed to the UE mobility event before. The event co-relation ID indicates to the NF the specific event notification subscription made by the consumer NF. The mobility event container indicates the type of mobility event and related information, e.g. Registration Area Update/new Registration Area.
Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).
Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value are FFS.

*************** End of Change # 2 *********************
*************** Start of Change # 3 *********************

5.2.3.X
Nudm_EventExposure service
5.2.3.X.1
Service description

See clause 5.4.2.

5.2.3.X.2
Service operations

5.2.3.X.2.1
Nudm_EventExposure_subs operation

Service operation name: Nudm_EventExposure_subs
Description: the consumer subscribes to receive an event, or if the event is already defined in UDM, then the subscription is updated.
NF Consumers: NEF.



Inputs (required): SUPI, Event Id(s). 

Inputs (optional): Reporting options (e.g. Maximum Number of Reports or Monitoring Duration, for Monitoring Events).

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if corresponding information is available at reception of the subscription request of the event (e.g. One Time reporting for Monitoring Events).
5.2.3.X.2.2
Nudm_EventExposure_unsubs operation

Service operation name: Nudm_EventExposure_unsubs
Description: the consumer deletes the subscription of an event if already defined in UDM.
NF Consumers: NEF.



Inputs (required): SUPI, Event Id(s). 


Outputs (required): Operation execution result indication.
5.2.3.X.2.3
Nudm_EventExposure_notif operation

Service operation name: Nudm_EventExposure_notif
Description: UDM reports the event to the consumer that has previously subscribed.
NF Consumers: NEF.



Inputs (required): not applicable. 

Inputs (optional): not applicable.
Outputs (required): Monitoring Indication.
*************** End of Change # 3 *********************
*************** Start of Change # 4 *********************

5.2.6.X
Nnef_EventExposure service
5.2.6.X.1
Service description
See clause 5.4.2.
5.2.6.X.2
Service operations

5.2.6.X.2.1
Nnef_EventExposure_subs operation

Service operation name: Nnef_EventExposure_subs
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.
NF Consumers: AS.



Inputs (required): SUPI, Event Id(s). 

Inputs (optional): Reporting options (e.g. Maximum Number of Reports or Monitoring Duration for Monitoring Events).

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if available (e.g. One Time reporting).
5.2.6.X.2.2
Nnef_EventExposure_unsubs operation

Service operation name: Nnef_EventExposure_unsubs
Description: the consumer deletes an event if already defined in NEF.
NF Consumers: AS.



Inputs (required): SUPI, Event Id(s). 


Outputs (required): Operation execution result indication.
5.2.6.X.2.3
Nnef_EventExposure_notif operation

Service operation name: Nnef_EventExposure_notif
Description: NEF reports the event to the consumer that has previously subscribed.
NF Consumers: AS.



Inputs (required): not applicable. 

Inputs (optional): not applicable.
Outputs (required): Event Indication.
*************** End of Change # 4 *********************
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